
ISO/IEC 27001 
INFORMATION SECURITY 
MANAGEMENT SYSTEMS 

CERTIFICATION

ISO/IEC 27001 Information 
Security Management Systems 

standard ensures that your 
organization keeps information 

assets safe and secure, by 
building an information security 
infrastructure against the risks 

of loss, damage or any other 
threat.

Companies that obtain ISO/
IEC 27001 certification validate 

that the security of financial 
information, intellectual 

property, employee details, 
assets or information entrusted 

from third parties is being 
successfully managed and 

continually improved according 
to best practice approaches 

and frameworks.



ISO/IEC 27001 certification (also known as “registration”) is a third-party audit performed by a certification body 
such as PECB who, upon verification that an organization is in compliance with the requirements of ISO/IEC 27001, 
will issue an ISO/IEC 27001 certificate. This certification is then maintained through regularly scheduled annual 
surveillance audits by the registrar, with re-certification of the Information Security Management System performed 

on a triennial basis.
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 h Provides physical and environmental security across all 
management processes

 h Provides you with a competitive advantage
 h Reduces costs due to incident and threat minimization
 h Demonstrates compliance with customer, regulatory and/

or other requirements
 h Sets out areas of responsibility across the organization
 h Communicates a positive message to staff, customers, 

suppliers and stakeholders

 h Integration between business operations and information 
security

 h Alignment of information security with the organization’s 
objectives

 h Puts forward true value through enhancement of 
marketing opportunities

Benefits of ISO/IEC 27001 certification to your organization:

 h Keeps customers intellectual property and valuable 
information secure

 h Provides customers and stakeholders with confidence in 
how you manage risk

 h Secures exchange of information

 h Ensures customers that you are meeting your legal 
obligations

 h Enhances satisfaction of the delivery of your service or 
prod

Benefits of ISO/IEC 27001 certification to your customers:
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PECB is a certification body for persons, management systems, and products on a wide range of international 
standards. As a global provider of training, examination, audit, and certification services, PECB offers its 

expertise on multiple fields, including but not limited to Information Security Management. 

PECB
CERTIFICATION
PROCESS

We help organizations to show commitment and competence with internationally recognized standards by providing this assurance 
through the education, evaluation and certification against rigorous, internationally recognized competence requirements. With a 
global coverage of more than 900 partners in over 150 countries worldwide, our mission is to provide our clients comprehensive 
services that inspire trust, continual improvement, demonstrate recognition, and benefit society as a whole.

YEAR 2 (1st SURVEILLANCE AUDIT) YEAR 3 (2nd SURVEILLANCE AUDIT)

No longer than 12 
months from the initial 

certification audit

No longer than 12 months 
from the 1st surveillance 

audit

YEAR 1 (INITIAL CERTIFICATION)

This is optional, and it must be 
done at least 3 months before 

Certification Audit

RE-CERTIFICATION AUDIT
Within two months before the triennial certificate expiration

Plan for audit has
to be mutually

agreed

Non-conformities must be 
closed at least 3 months after 

audit conclusions

Certificate will be issued within 
2 weeks after successful

audit closing

PRE-AUDIT AUDIT PLAN AUDIT
STAGE 1 AND 2

INITIAL
CERTIFICATION

SURVEILLANCE
AUDIT 2

AUDIT PLAN AUDIT PLANSURVEILLANCE
AUDIT 1

To find out how you can obtain the ISO/IEC 27001 Certification, contact certification@iCertWorks.com


